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1.1 - Démarrer Cockpit

Cockpit est la nouvelle interface de gestion du serveur de Red Hat 9. Celui-ci est installé par défaut.

Activez-et démarrez le socket cockpit :

[root@redhat9 ~]# systemctl start --now cockpit.socket

[root@redhat9 ~]# systemctl status cockpit.socket
® cockpit.socket - Cockpit Web Service Socket

Loaded:
Active:
Until:
Triggers:
Docs:
Listen:
Process:
Process:
Tasks:
Memory:
CPU:
CGroup:

Oct 26 15:26:
Oct 26 15:26:

loaded (/usr/lib/systemd/system/cockpit.socket; disabled; preset: disabl>
active (listening) since Sat 2024-10-26 15:26:22 CEST; 16s ago

Sat 2024-10-26 15:26:22 CEST; 16s ago

® cockpit.service

man:cockpit-ws(8)

[::1:9090 (Stream)

74750 ExecStartPost=/usr/share/cockpit/motd/update-motd localhost (code>
74757 ExecStartPost=/bin/ln -snf active.motd /run/cockpit/motd (code=exi>
O (limit: 48799)

92.0K

19ms

/system.slice/cockpit.socket

22 redhat9.ittraining.loc systemd[1l]: Starting Cockpit Web Service Socke>
22 redhat9.ittraining.loc systemd[1]: Listening on Cockpit Web Service S>

[root@redhat9 ~]#

Le cas échéant, ajoutez une regle dans le pare-feu afin de pouvoir utiliser cockpit :

[root@redhat9 ~]# firewall-cmd --add-service=cockpit --permanent
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Warning: ALREADY ENABLED: cockpit
success

Mettez SELinux en mode permissive :

[root@redhat9 ~]# setenforce permissive

Ajoutez trainee au group wheel :
[root@redhat9 ~]# usermod -aG wheel trainee

[root@redhat9 ~]# groups trainee
trainee : trainee wheel

[root@redhat9 ~]# exit
logout

[trainee@redhat9 ~]$ groups
trainee

[trainee@redhat9 ~]$ newgrp trainee
[trainee@redhat9 ~1$ exit

Reconnectez-vous a votre VM Red Hat 9 et vérifiez que vous faites partie du groupe wheel :

[trainee@redhat9 ~]$ groups
trainee wheel

1.2 - Connexion a l'Interface

Ouvrez la connexion Debian11l_VNC_10.0.2.46 dans l'interface de Guacamole. Connectez-vous en tant que trainee et ouvrez le navigateur web.
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Saisissez I'adresse https://10.0.2.101:9090. Cliquez sur le bouton Advanced :

[ R WHE —Marila Frafo x
& =]
L ES
& Warnrsg Potential Secu ol < # & A
Warning: Potenilal Securliy Risk Ahead — Mosilia Firefox -~ - B M
W e Tat | Jb Warning: Puls +
£ Mot Secure 10u3.2.101

Warning: Potential Security Risk Ahead

Firefox detected a potential security threat and did not continue to 19.0.2.101. If you
visit this site, attackers could try to steal infarmation like your passwords, emails, or
credit cand details

What can you do alseut it?
Thie issue is mast likely with the website, and thens is nothing you can do to resalve |t

Ity @re an a carporate nebsork or

q twinis softeare Yo Can reach il to the SUpport e ams
for assistance. You can also nofify the website's

administrator about the problem

Go Back [Recommanded) Advanced...

Cliquez sur le bouton Accept the Risk and Continue :
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Dubdan11_ PE024E_VHE — Marila Prefos

Warning: Poteniial Security Risk Ahsad — Mosills Firefox
& Wew Tab « | & Waening: Pots

+

£k Mot Secure 10.0.2.101
visit this site, attackers could try to steal information like your passwords, em
credit card details

What can you do about it?

The issue s mast likely with the website, and there is nothing you can do Lo resalve it
If you an & corporate netwark or us e, you can neach cut to the support leams
for as i also ne

Go Back (Recommended) Advanced...

Somecne could be trying (o impersonate the site

and you shouk] not Continus

Go Back | Recommended) Accept the Risk and Continue

Entrez les coordonnées de connexion trainee / trainee et cliquez sur le bouton Log in :
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Dwbsan11_ 100248 _YHC —Maoila Prefox

“ 4] 0 & xrmining be
nm gy medhatl Eiraing. les —
redhag . Biraining . lor — Morills Firefox

L x redhata. miraining. ® +

1000.2.101

Red Hat
Enterprise Linux

Red Hat Enterprise Linux

Pansword
EEEEEEE

B

Sarver: redhatd Btmining loc

L in wwilh paur Server user SCCoanl

Cliguez sur le bouton Turn on administrative access :
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Trerview - trsneslredhst®. fitraining.lor — Morills Firefox

+

10.0.2.101
i@ Limited access

TiEm o adiminsirathe aociss

redhat9.ittraining.loc  wnning Red Hat Enterprise Linu 9.4 (Plow)

Health Usage

System information Configuration

Entrez le mot de passe trainee et validez :
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Trerview - trsneslredhst®. fitraining.lor — Morills Firefox
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1000.2.101

redhatd.ittraining.loc

Q

Switch to administrative access

Password for tralnes:
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